
WHAT TO DO IF YOU ARE A VICTIM
• Immediately contact your bank and initiate a recall.

• Contact your local FBI Office.

• File a detailed complaint at www.IC3.gov and review 
additional resources under the “Press Room” link.

• Change e-mail passwords and check your e-mail account 
for any changes to your mailbox rules, such as Mail 
Forward, Delete, CC, or BCC.

• Change all e-banking and/or other pertinent passwords, 
pins, and security questions or answers.
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WHAT IS BEC?     

Business E-mail Compromise (BEC) 
is a sophisticated scam using e-mail 
and/or other electronic communication 
to impersonate a business employee 
to fraudulently request payments 
or personal information. 


